
CYBERSECURITY
RISK-ASSESSMENT

CHECK ALL THAT APPLY:

Cyberattacks on organizations create disruptive risks. Take our Cybersecurity Risk-Assessment to 
determine your organization’s risks and create an action plan with Velocity IT to improve your 
cybersecurity strategy.

Carry adequate cyber insurance to cover likely risk exposure?

ADD ONE POINT FOR EACH            ANSWER AND THEN ADD UP YOUR TOTAL OUT OF 15.

A cyber incident response process and policy is in place?

Data is regularly backed up, stored off-site and isolated from the production network?

Are employees required to use a VPN when connecting across public WiFi?

Are employees required to use unique passwords for each system?

Are employees trained on current security threats?

Can you easily identify where protected client and company data is stored on your network?

Mechanism to deploy windows and security updates to all computers?

Mechanism to ensure company computers have a supported anti-virus program?

Mechanism to ensure data security on laptops and mobile devices?

Mechanism to identify if you have already been breached?

Process for vetting the security of vendors with access to company IT resources?

Utilize a password that follows best practices and is changed every 90 days?

Utilize Multi-Factor Authentication for logging into network?

Verified compliance with all covenants in the cyber insurance policy?

YOUR TOTAL SCORE:  _________ / 15
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